
Nombre del Plan Institucional: Plan de Seguridad y Privacidad de la 

Información 
Vigencia: 2026 Lineamiento 

Estratégico 
Elemento de Visión Política MIPG 

Objetivo:
Consolidar la 

modernización de la 

DIAN

Entidad moderna, 

cercana y humana
Seguridad digital

Objetivos especificos Actividad Nombre del Indicador Formula Indicador Meta Fecha inicio Fecha fin 
Periodicidad de 

medición 
Responsable Fecha del seguimiento

Responsable

(Quien registra el 

seguimiento) 

Porcentaje de avance 

(Cuantitativo) 

Descripcíón del avance 

(Cualitativo) 

Evidencias 

(Enlace o documento 

que soporta el avance) 

Fecha de seguimiento 

Responsable

(Quien registra el 

seguimiento) 

Observación 

Realizar el mantenimiento, seguimiento y mejora 

continua del Sistema de Gestión de Seguridad y 

Privacidad de la Información

Sistema de Gestión de Seguridad y Privacidad 

de la Información

(Número de actividades realizadas / 

Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral Francisco Andrés Daza 

Carmona

Realizar  el mantenimiento, seguimiento y mejora 

continua del Programa Integral de Gestión de Datos 

Personales

Programa Integral de Gestión de Datos 

Personales

(Número de actividades realizadas / 

Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral Francisco Andrés Daza 

Carmona

Capacitar, sensibilizar y realizar la gestión de cambio 

relacionada con la seguridad y privacidad de la 

información.

Cultura, concientización y  divulgación de 

Seguridad de la Información.

(Número de actividades realizadas / 

Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral Francisco Andrés Daza 

Carmona

Gestionar la ciberseguridad e incidentes de seguridad y 

privacidad de la información.
Ciberseguridad y gestión de incidentes.

(Número de actividades realizadas / 

Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral Francisco Andrés Daza 

Carmona

Seguimiento 

- Dependencia Responsable -

Seguimiento - 2da Línea de Defensa 

- xxxx -

Promover la seguridad y privacidad de la información 

institucional que se genera, procesa, almacena y 

transmite en todos los niveles de la entidad, preservando 

la confidencialidad, integridad y disponibilidad de los 

activos de información en los procesos, promoviendo la 

cultura en seguridad de la información y  ciberseguridad 

que permita reducir la probabilidad de materialización de 

riesgos en seguridad de la información y fortalecer la 

confianza de los funcionarios y partes interesadas en el 

manejo responsable de los activos de información.

PLANES INSTITUCIONALES DECRETO 612 DE 2018

Descripción Formulación Estratégica 

Promover la seguridad y privacidad de la información institucional que se genera, procesa, almacena y transmite en todos los niveles de la

entidad, preservando la confidencialidad, integridad y disponibilidad de los activos de información en los procesos, promoviendo la cultura en

seguridad de la información y ciberseguridad que permita reducir la probabilidad de materialización de riesgos en seguridad de la información y

fortalecer la confianza de los funcionarios y partes interesadas en el manejo responsable de los activos de información.

Formulación Cualitativa Formulación Cuantitativa Medición 

# Información Pública


