
Nombre del Plan Institucional:
Plan Tratamiento de Riesgos de Seguridad y 

Privacidad de la Información 
Vigencia: 2026 Lineamiento Estratégico Elemento de Visión Política MIPG 

Objetivo:
Consolidar la 

modernización de la 

DIAN

Entidad moderna, 

cercana y humana
Seguridad Digital

Objetivos específicos Actividad Nombre del Indicador Formula Indicador Meta Fecha inicio Fecha fin Periodicidad de medición Responsable Fecha del seguimiento

Responsable

(Quien registra el 

seguimiento) 

Porcentaje de avance 

(Cuantitativo) 

Descripcíón del avance 

(Cualitativo) 

Evidencias 

(Enlace o documento que 

soporta el avance) 

Fecha de seguimiento 

Responsable

(Quien registra el 

seguimiento) 

Observación 

Implementar las actualizaciones de los lineamientos del 

Modelo Nacional de Gestión de Riesgo de Seguridad de la 

Información en Entidades Públicas, conforme a las 

disposiciones del MinTic y el DAFP, en la herramienta GRC 

para  fortalecer la protección de activos críticos de la Entidad

Implementación de los lineamientos 

del Modelo Nacional de Gestión de 

Riesgo.

(Número de actividades realizadas 

/ Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral
Francisco Andrés Daza 

Carmona

Realizar seguimiento a los riesgos de seguridad de la 

información que se encuentran por encima del nivel de riesgo 

aceptable definido por la Entidad, incluyendo el seguimiento a 

los planes de mitigación para los activos críticos de los 

procesos misionales.

Seguimiento a  mitigación de riesgos.

(Número de actividades realizadas 

/ Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral
Francisco Andrés Daza 

Carmona

Ejecutar de manera sistemática las acciones de mejora 

continua del Sistema de Gestión de Activos y Riesgos, 

mediante la actualización del mapa de riesgos e incorporación 

incidentes de seguridad, con el fin de garantizar la eficacia del 

sistema y su alineación con los objetivos institucionales.

Monitoreo y mejora continua al 

sistema de gestión de riesgos.

(Número de actividades realizadas 

/ Número de actividades 

programadas)*100

100% 1/02/2026 31/01/2027 Semestral
Francisco Andrés Daza 

Carmona

Fortalecer la seguridad y privacidad de la información de la 

entidad, mediante la implementación de controles, buenas 

prácticas y estrategias de concientización que preserven la 

confidencialidad, integridad y disponibilidad de los activos 

de información, con el fin de reducir la probabilidad de 

ciberataques, otros riesgos de seguridad de la información 

y consolidar la confianza de los funcionarios y partes 

interesadas en el manejo responsable de la información.

Seguimiento 

- Dependencia Responsable -

Seguimiento - 2da Línea de Defensa 

- xxxx -

PLANES INSTITUCIONALES DECRETO 612 DE 2018

Descripción Formulación Estratégica 

Fortalecer la seguridad y privacidad de la información de la entidad, mediante la implementación de controles, buenas prácticas y estrategias 

de concientización que preserven la confidencialidad, integridad y disponibilidad de los activos de información, con el fin de reducir la 

probabilidad de ciberataques, otros riesgos de seguridad de la información y consolidar la confianza de los funcionarios y partes interesadas 

en el manejo responsable de la información.

Formulación Cualitativa Formulación Cuantitativa Medición 

# Información Pública


